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A different
”intermediary”





E.g. Recital 59 InfoSoc Directive
(59) In the digital environment, in particular, the services of intermediaries 
may increasingly be used by third parties for infringing activities. In many 
cases such intermediaries are best placed to bring such infringing 
activities to an end.



Is there a role for domain registries?



Part 1 Part 2 Part 3

The characteristics
of domain registries

as intermediaries

Analysis of the legal 
framework relevant 

for domain registries
as intermediaries

Solutions: Models for 
domain registries’ role

in the fight against
unlawful content

3 year industrial research project
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Tackling safe
harbour



The “copyright” 
problem







Labels
CMOs

Its about royalties and 

negotiation power

£ € $



But perhaps the biggest story of all is the growth of artists 
without labels. With 27.2% year-on-year growth this was the 
fastest growing segment in 2017. This comprises the revenue 
artists generate by distributing directly via platforms such as 
Believe Digital’s Tunecore, CD Baby and Bandcamp. All these 
companies performed strongly in 2017, collectively generating 
$472 million of revenue in 2017, up from $371 million the year 
before. - MIDIA research

Doesn't look too bad...



• Because of safe harbour rules, user-generated services have an 
unfair advantage when negotiating

• User-generated services pay significantly less than market price

• Subscription-services have a competitive disadvantage when 
competing with user-generated services

• Right holders have significantly less income

Stan Liebowitz (2018, commissioned research for CISAC)

But...



Liability Liability
Exemptions
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Directive)

Proposal

1998 2016
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2017

Parliament:
Clarification 

needed!

E-Commerce 
Directive



Horizontal (criminal, civil and administrative liability for all 
kinds of illegal activities initiated by third parties – not 
injunctions)

Scope: Activity is “of a mere technical, automatic and 
passive nature, which implies that the information society 
service provider has neither knowledge of nor control over 
the information which is transmitted or stored.” (recital 42)

Liability
Exemption
Art. 12-15
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Hosting (Article 14)

1. Where an information society service is provided that consists of the 
storage of information provided by a recipient of the service, MS shall 
ensure that the service provider is not liable for the information stored at 
the request of a recipient of the service, on condition that:
(a) the provider does not have actual knowledge of illegal activity or 

information and, as regards claims for damages, is not aware of facts 
or circumstances from which the illegal activity or information is 
apparent; or

(b) the provider, upon obtaining such knowledge or awareness, acts 
expeditiously to remove or to disable access to the information.



A “copyright” 
“solution”?



EU Commission’s Article 13 (September 2016)
Use of protected content by information society service providers storing and giving 
access to large amounts of works and other subject-matter uploaded by their users

(1) Information society service providers that store and provide to the 
public access to large amounts of works or other subject-matter 
uploaded by their users shall, in cooperation with rightholders, take 
measures to ensure the functioning of agreements concluded with 
rightholders for the use of their works or other subject-matter or to 
prevent the availability (...) Those measures, such as the use of 
effective content recognition technologies, shall be appropriate and 
proportionate. (...)



EU Council’s Article 13 (25 May 2018) 
Use of protected content by online content sharing service providers 

(1) Member States shall provide that an online content sharing service provider 
performs an act of communication to the public or an act of making available to 
the public when it gives the public access to copyright protected works or other 
protected subject matter uploaded by its users. 

An online content sharing service provider shall obtain an authorisation from the 
rightholders referred to in Article 3(1) and (2) of Directive 2001/29/EC in order to 
communicate or make available to the public works or other subject matter. Where 
no such authorisation has been obtained, the service provider shall prevent the 
availability on its service of those works and other subject matter, including through 
the application of measures referred to in paragraph 4. This subparagraph shall 
apply without prejudice to exceptions and limitations provided for in Union law. 



Online Content Sharing Service Provider

Must 
license (Art. 
13(1) alt. 1)

Must filter
(Art. 13(1) 

alt. 2)



EU Council’s Article 13 (25 May 2018) 
Art. 13 (3)

When an online content sharing service provider performs an act of 
communication to the public or an act of making available to the public, it 
shall not be eligible for the exemption of liability provided for in Article 
14 of Directive 2000/31/EC for unauthorised acts of communication to 
the public and making available to the public (…)



EU Council’s Article 13 (25 May 2018) 

Instead of Article 14 ECD, not liable when Art. 13(4):

(a) it demonstrates that it has made best efforts to prevent the 
availability of specific works or other subject matter by implementing 
effective and proportionate measures, (…), to prevent the availability on 
its services of the specific works or other subject matter identified by 
rightholders and for which the rightholders have provided the service with 
relevant and necessary information for the application of these measures; 
and 

(b) upon notification by rightholders of works or other subject matter, it 
has acted expeditiously to remove or disable access to these works or 
other subject matter and it demonstrates that it has made its best efforts 
to prevent their future availability through the measures referred to in 
point (a). 



EU Council’s Article 13 (25 May 2018) 

(5) The measures referred to in point (a) of paragraph 4 shall be effective
and proportionate, taking into account, among other factors: 

(a) the nature and size of the services, in particular whether they are 
provided by a microenterprise or a small-sized enterprise (…), and their 
audience; 
(b) the amount and the type of works or other subject matter uploaded 
by the users of the services; 
(c) the availability and costs of the measures as well as their 
effectiveness in light of technological developments in line with the 
industry best practice referred to in paragraph 8. 



EP JURI’s Article 13 (29 June 2018) 

(-1) “shall conclude fair and appropriate licensing agreements with rightholders”

(1) “(…) shall take appropriate and proportionate measures to ensure the 
functioning of licensing agreements where concluded (…). In the absence of 
licensing agreements with rightholders online content sharing service providers shall 
take, in cooperation with rightholders, appropriate and proportionate measures 
leading to the non-availability on those services of works or other subject matter 
infringing copyright or related-rights, while non-infringing works and other subject 
matter shall remain available.”

• Still “effective technologies” (recital 38, recital 39b)
• No Article 14 safe harbour (recital 38) and no alternative model
• Suddenly also Art. 13b on Use of protected content by information society 

services providing automated image referencing



EP JURI’s Article 13 (29 June 2018) 

More safeguards, see e.g. Article 13(1a), (1b) and (2)

Recital 39: “Since the measures deployed by online content sharing service 
providers in application of this Directive could have a negative or disproportionate 
effect on legitimate content that is uploaded or displayed by users (…) online 
content sharing service providers should be required to offer a complaints 
mechanism for the benefit of users whose content has been affected by the 
measures.“

Recital 37a: “does not cover service providers that act in a non-commercial purpose 
capacity such as online encyclopaedia, and providers of online services where the 
content is uploaded with the authorisation of all rightholders concerned, such as 
educational or scientific repositories. Providers of cloud services for individual 
use which do not provide direct access to the public, open source software 
developing platforms, and online market places whose main activity is online 
retail of physical goods, should not be considered online content sharing service 
providers within the meaning of this Directive.”







• Heavy critique from academia, startups and organisations
• More clarity (compared to Commission’s proposal)
• But not a good solution (carve-out from ECD, chilling effects, freedom

of expression…)
• Back to the problem: Value-gap and music: does it solve

something? 
• Filter: big players already have filter-systems, a new entry-barrier for 

new players?
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Beyond 
copyright



Communication: 
Tackling Illegal Content 

Online, Towards an 
enhanced responsibility 

of online platforms

September 2017 1 March 2018

Commission 
Recommendation 

(EU) 2018/334
of 1 March 2018
on measures to 

effectively tackle 
illegal content online

Let's look beyond copyright...



Recommendation (EU) 2018/334

Directed towards Member States and hosting service providers
Focus on hosting services (i.e. Article 14 E-Commerce Directive)
Horizontal approach: “all types of illegal content” + “terrorist content”

Chapter 2: general 
recommendations 

relating to all types of 
illegal content

Chapter 3: Specific 
recommnedations relating to 

terrorist content



Proactive measures

“Hosting service providers should be encouraged to take, where 
appropriate, proportionate and specific proactive measures in respect 
of illegal content. Such proactive measures could involve the use of 
automated means for the detection of illegal content only where 
appropriate and proportionate and subject to effective and appropriate 
safeguards, in particular the safeguards referred to in points 19 and 20.”

Chapter 2, point 18



Trusted notifiers / flaggers

‘trusted flagger’ = “an individual or entity which is considered by a hosting service 
provider to have particular expertise and responsibilities for the purposes of tackling 
illegal content online;“ (see Chapter 1, point 4 lit. (g))

“Cooperation between hosting service providers and trusted flaggers should be 
encouraged. In particular, fast-track procedures should be provided to process 
notices submitted by trusted flaggers.“ (Chapter 2 point 25)

“Those conditions should aim to ensure that the individuals or entities concerned 
have the necessary expertise and carry out their activities as trusted flaggers in a 
diligent and objective manner, based on respect for the values on which the Union is 
founded.“ (Chapter 2 point 27)



Trusted notifiers / flaggers
Council of Europe’s Committee of Ministers on 7 March 2018: Recommendation 
CM/Rec(2018)2 on the roles and responsibilities of internet intermediaries, point 
2.1.3:

“Any interference by intermediaries with the free and open flow of information and 
ideas, be it by automated means or not, should be based on clear and transparent 
policies and be limited to specific legitimate purposes, such as restricting access to 
illegal content, as determined either by law or by a judicial authority or other 
independent administrative authority whose decisions are subject to judicial 
review, or in accordance with their own content-restriction policies or codes of 
ethics, which may include flagging mechanisms.”



Scope of the Recommendation

“Providers of hosting services play a particularly important role in tackling 
illegal content online, as they store information provided by and at the 
request of their users and give other users access thereto, often on a 
large scale. This Recommendation therefore primarily relates to the 
activities and responsibilities of those providers. However, where 
appropriate, the recommendations made can also be applied, mutatis 
mutandis, in relation to other affected online services providers.”

(recital 15)



Changing winds!

• Sector-specific legislative ECD carve-out and soft law
• Trend towards pro-active and privatized measures (despite E-

Commerce Directive)
• “Practical” approach but does it make sense?
• Is it the right balance?
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